|  |
| --- |
| **Proje Bilgileri** |
| Proje Adı: |  |
| Proje Sorumlusu (Adı, Soyadı, Unvanı): |  |
| İlgili Birim / Fakülte / Enstitü: |  |
| İletişim Bilgileri (e-posta, telefon): |  |
| Projenin Kısa Tanımı/Amacı: |  |
| Projenin Başlama ve Bitiş Tarihi: |  |
| Proje Kapsamında Dış Paydaş Var mı? (Varsa Kurum/Şirket İsmi): | [ ]  Var (…………………………………….)[ ]  Yok |
| Projenin Kaynakları: | **[ ]** Hibe [ ]  Fon [ ]  Kurum İçi [ ]  Diğer (…………………………………..) |
| **Teknik Gereksinimler ve Altyapı Bilgileri** |
| Alan Adı (Domain) Talebi var mı?: | [ ]  Evet [ ]  Hayır |
| Talep edilen veya mevcut alan adı: |  |
| Hosting (Barındırma) Talebi: | [ ]  Üniversite bünyesinde barındırma[ ]  Harici (bulut hizmeti / dış sağlayıcı)**[ ]** Kendi donanımında barındırma**[ ]** Kullanılacak platform (varsa): (…………………………………………….) |
| Veri tabanı gereksinimi var mı?: | [ ]  Evet [ ]  Hayır |
| Kullanılacak veri tabanı: | [ ]  Oracle[ ]  MySQL**[ ]** PostgreSQL**[ ]** MongoDB**[ ]** Diğer (………………………………….) |
| Sunucu talebi var mı?\*BİDB’den sunucu talebi var ise “Fiziksel sunucu barındırma formu” veya “Sanal sunucu talep formu” doldurularak EBYS üzerinden gönderilmelidir. | [ ]  Evet [ ]  Hayır |
| Kullanılacak Donanım Türü: | [ ]  Sunucu[ ]  Masaüstü / Dizüstü Bilgisayar**[ ]** Mobil Cihaz (Tablet, Akıllı Telefon)**[ ]** IoT Cihazı (sensor, akıllı cihaz vb.)**[ ]** Veri Depolama Ünitesi (NAS, Harici Disk vb.)**[ ]** Diğer (………………………………….) |
| Kullanılacak Donanımın Mülkiyeti: | [ ]  Üniversite Bilgi İşlem Daire Başkanlığı[ ]  Üniversite Farklı Birim[ ]  Kişisel**[ ]** Proje kapsamında temin edilecek[ ]  Dış paydaşa ait**[ ]** Diğer (………………………………….) |
| Bu donanım ağ bağlantısı gerektiriyor mu? | [ ]  Evet [ ]  Hayır |
| Projeye Erişim Özellikleri: | [ ]  Yalnızca kurum içi erişim[ ]  İnternete açık (sınırlı erişim)**[ ]** VPN ile erişim**[ ]** Diğer (………………………………….) |
| BİDB’den Uzaktan Erişim isteniyor mu?\*Uzakan erişim talebi var ise “VPN Talep Formu” doldurularak EBYS üzerinden gönderilmelidir. | [ ]  Evet [ ]  Hayır |
| Bakım / Güncelleme sorumluluğu kimde? | [ ]  BİDB[ ]  Proje Ekibi**[ ]** Harici Firma**[ ]** Diğer (………………………………….) |
| Güvenlik duvarı / antivirüs vb. koruma yöntemleri mevcut mu? | [ ]  Evet [ ]  Hayır |
| Veri şifreleme yöntemleri kullanılacak mı? | [ ]  Evet [ ]  Hayır |
| Log kaydı alınacak mı? | [ ]  Evet [ ]  Hayır |
| Veri yedekleme yapılacak mı?  | [ ]  Evet [ ]  Hayır |
| Penetrasyon testi / güvenlik testi planlanıyor/yapıldı mı? | [ ]  Evet [ ]  Hayır |
| Kaynak Kodların Paylaşımı / Teslimi: | [ ]  Proje sonunda tüm kaynak kodlar BİDB’ye teslim edilecektir.[ ]  Kaynak kodlar dış firmaya/dış paydaşa aittir.**[ ]** Açık kaynak olarak yayınlanacaktır.**[ ]** Kodlar yalnızca dokümante edilerek sunulacaktır.**[ ]** Diğer (………………………………….) |
| Proje kapsamında kişisel veri işleniyor mu? | [ ]  Evet [ ]  Hayır |
| Proje sonlandırıldığında veriler imha edilecek mi? | [ ]  Evet [ ]  Hayır |

**Açıklamalar:**

1. **Bu belge yazıcıdan bastırıldıktan sonra imzalanıp elektronik olarak taranıp EBYS yoluyla Bilgi İşlem Daire Başkanlığına ulaştırılması gerekmektedir.**
2. **Formda verilen bilgiler doğrultusunda teknik değerlendirme yapılacaktır. Yanıltıcı ya da eksik bilgi verilmesi durumunda değerlendirme süreci olumsuz etkileneceğinden BİDB tarafından işlem yapılmayacaktır.**
3. **Bu formda yer alan bilgiler kurumsal arşivlemeye tabidir.**
4. **Bilgi İşlem Daire Başkanlığı, gerekli gördüğü takdirde ek bilgi, belge veya görüş talep etme hakkını saklı tutar.**
5. **Proje kapsamında kişisel veri, biyomedikal araştırma, anket, gözlem, deneysel uygulama vb. unsurlar yer alıyorsa ilgili gerekli izinler alınmış olmalıdır.**
6. **Projede yer alan her türlü kişisel veri, 6698 sayılı Kişisel Verilerin Korunması Kanunu (KVKK) ve ilgili yönetmeliklere uygun şekilde işlenmelidir.**
7. **Proje kapsamında Gazi Üniversitesi Kişisel Verileri Koruma Komisyonundan ilgili gerekli izinlerin alınmış olması gerekmektedir.**
8. **Kişisel verilerin amaçla sınırlı, meşru, açık rızaya dayalı ve güvenli bir şekilde toplanması, saklanması ve paylaşılması gerekmektedir.**
9. **İlgili kişilerden açık rıza alınması gereken durumlarda, bu rızaların dokümante edilmesi ve saklanması gerekmektedir.**
10. **Proje BİDB ISO 27001 Bilgi Güvenliği Yönetim Sistemi politika/prosedürlerine göre değerlendirilecektir.**
11. **Yetkisiz kişi veya sistemlerin, proje kapsamında toplanan/verilen/veritabanında saklanan verilere erişimi kesinlikle engellenmelidir.**
12. **Herhangi bir veri sızıntısı, yetkisiz erişim veya ihlal durumunda, en kısa sürede Bilgi İşlem Daire Başkanlığı ve/veya ilgili kurum birimleri haberdar edilmelidir.**
13. **Kişisel veya hassas veriler şifrelenmeden iletilmemeli veya depolanmamalıdır.**
14. **Log kayıtlarının en az 1 yıl süreyle saklanmalıdır.**
15. **Proje kapsamında üçüncü taraf firmalarla çalışılması durumunda, gizlilik sözleşmesi yapılmalıdır.**

|  |
| --- |
| **Sorumluk Beyanı:**Bu form kapsamında beyan edilen bilgilerin doğruluğu ve gerekli önlemlerin alınacağı kabul ve taahhüt edilir. |
|  |  **Proje Sorumlusu** |  **Birim Yöneticisi** |
| Adı - Soyadı: |  |  |
| Unvan: |  |  |
| Tarih - İmza: |  |  |